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Introduction
Void

changes wrt previous version
void

Proposal
It is proposed to update TS 23.791 as follows.
* * * Change * * * * 
6.14
Solution 14: Data Collection from NFs via NF Event Exposure services
6.14.1
Description

This solution addresses the Key Issue #3: "Interactions with 5GS NFs/AFs for Data Collection".

This solution proposes to use the existing exposures services (Event Exposure Service) offered by AMF, SMF, PCF and UDM in order to collect individual behaviour data for producing services related to individual UEs. This solution is used by NWDAF to subscribe/unsubscribe at any NFs to be notified for data collection on a set of events, using existing Event Exposure Service framework  defined in TS 23.502 [3].

The solution might be used in complement with solutions which enables collecting pre-computed metrics covering UE populations (geographical areas, cells, NFs, massive IoT, etc.).

6.14.1.1
Data Collection via NF Event Exposure

This procedure is used by NWDAF to subscribe/unsubscribe at NFs (e.g. UDM, AMF, SMF, PCF) to be notified for data collection on a related event (s), using existing Event Exposure Service on Namf, Nsmf, Nudm defined in TS 23.502 [3].
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Figure 6.14.2-1: Event Exposure Subscribe/unsubscribe

NOTE 1:
The invoking service operations for PCF are Npcf_PolicyAuthorization_Subscribe and Npcf_PolicyAuthorization_Notify as defined in clause 5.2.5.3 TS 23.502 [3]

1.
The NWDAF subscribes to or cancels subscription for a (set of) Event ID(s) by invoking the Nnf_EventExposure_Subscribe/ Nnf_ EventExposure _Unsubscribe service operation.

NOTE 2:
The Event ID (s) defined in TS 23.502 [3] could be used or new Event ID(s) could be needed which depends on the use cases.

2.
If NWDAF subscribes to a (set of) Event ID(s), the NFs notifies the NWDAF (e.g. with the event report) by invoking Nnf_EventsExposure_Notify service operation.

NOTE 3:
The NWDAF could use the reporting flag as defined in Table 4.15.1-1 TS 23.502 [3] to meet the request-response model for data collection from NFs.
6.14.1.2
Usage of Current exposure framework by the NWDAF

The NWDAF can subscribe (and unsubscribe) to the Event exposure service from NF(s) reusing the framework already defined in TS 23.502 [3] subclause 4.15. This framework supports the possibility for the NWDAF to indicate / request:

-
One or multiple Event ID(s). Dedicated new Event Id(s) may be (should be) further defined in other solutions of this TR. 

-
The object targeted by the Events (e.g. an UE identified by its SUPI or GPSI, any UE, a group of UE(s)). The target of event reporting defined in TS 23.502 [3] subclause 4.15.1 is reused (and extended) for that purpose.

-
Event Filter Information defined in TS 23.502 [3] subclause 4.15.1. It provides Event Parameter Types and Event Parameter Value(s) to be matched against; In the case of NWDAF requests this may correspond to following optional filters:

-
location filters e.g. network Area Of Interest. The Area Of Interest may be defined as a list of cells, a list of Tracking areas, an access type (3GPP, Untrusted Non 3GPP, Wireline), an area type (urban, rural).

-
service information filter (DNN, S-NSSAI)
-
A Notification Target Address (+ Notification Correlation ID) as defined in TS 23.502 [3] subclause 4.15.1, allowing the NWDAF to correlate notifications received from the NF with this subscription.

-
Event Reporting Information described in TS 23.502 [3] Table 4.15.1-1. 

This e.g. already supports the configuration of Mode of reporting (e.g reporting up to a maximum number of reports allowing a “one shot” analytics request, periodic reporting along with periodicity, reporting up to a maximum duration) or the request to notify the current status of the subscribed event, if available, immediately to the NWDAF
This framework could also be supported by AF(s) 

The notifications from NF contain on top of the Event being reported (and of dedicated information being reported for this event) 

· The Notification Correlation Information provided by the NWDAF in its request
· (when it applies to the event) the target Id e.g. UE ID (SUPI and if available GPSI), 
· A time stamp.
6.14.2
Impacts on Existing Nodes and Functionality
The NWDAF uses existing network interfaces and services.

No additional interface is required on the NFs for the purpose of collection individual UE behaviour.

6.14.3
Solution Evaluation

The proposed solution is fit to the need of collecting dedicated information 
Editor’s Note:
it is FFSwhether it is necessary to keep a complementary solution (e.g. solution #6 or) for the collection of massive pre-computed metrics over large populations of UE, because leveraging only the NF exposure function would lead to massive signalling flow.
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